Junior Cyber Security Analyst

WHO WE ARE
KPMG is a global network of professional services firms providing Audit, Tax and Advisory services. We operate in 147 countries and territories and have more than 219,000 people working in members firms around the world. In Portugal, KPMG operates in two locations (Lisbon and Oporto) with 56 Partnership members and more than 1100 people. With passion and purpose we work: shoulder-to-shoulder with you, integrating innovative approaches and deep expertise to deliver real results.

WHAT ARE WE LOOKING FOR?
- Bachelor’s or Master degree in [Computer Engineering, Cyber Security, Information Security, Computer Science, Management Information System or related fields];
- Graduate or minimum of two years of professional experience;
- Be able to “Think outside the box” and provide both scenarios and solutions to the business to enhance the Cyber Risk & Security function;
- Good interpersonal skills and Ability to function in a team environment.;
- Fluency in English (mandatory);
- Availability to travel.

YOUR JOB
- Analyze the results of the security testing conducted and assist stakeholders with identifying viable remediation solutions for any vulnerability identified;
- Track, assist and manage to resolution the closure of security risks including reviewing plans and monitoring progress or remedial actions;
- Delivery of technical Security Testing (includes Penetration Testing) and Security Assessments;
- Establish appropriate metrics in order to have a solid understanding of the operational issues and provide value reporting to the stakeholders;
- Provide an in-depth review of an organization’s ability to protect its information assets and its preparedness against cyber threats;
- Proactive assessment of an organization’s technical infrastructure including host-based log analysis, and/or network analysis to determine if any unidentified compromise has occurred previously;
- Provide a review of an organization’s ability to respond to cyber security incidents;
- Support client in the identification, creation and execution of an IR program after a cyber-incident has occurred.

LOCATION
Lisbon.

As candidaturas podem ser enviadas para o email:
ptcandidaturas@kpmg.com