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Joint Investment Programme on CBRN protection (JIP CBRN)
Second Call for Proposals : 01-07-2013
Call Identifier: A-1152-RT-GP

Topics :
CBRN Military Intelligence (i.e.Sensor networking), Decontamination, Individual & Collective protection
1. SCOPE:

General information about the Joint Investment Programme on CBRN protection
 (JIP CBRN)

The provisions governing the Programme are set in the Programme Arrangement (PA) No A-1152-RT-GP signed by the contributing Members. 

The JIP-CBRN contributing Members (cM) are: Austria, Belgium, Czech Republic, France, Germany, Ireland, Italy, Netherlands, Norway, Poland, Portugal, Spain and Sweden, 

The JIP-CBRN will be funded from financial contributions made by the cM. 

The management and implementation of the Programme will be supervised by a Management Committee (MC) comprising one representative of each cM with the European Commission as a non-voting member, and for which the Contracting Authority will provide a non-voting Chairman. 

The Contracting Authority for the Programme is:  The European Defence Agency - Rue des Drapiers, 17-23 - B-1050 Brussels – Belgium

The Call Identifier of this call is: A-1152-RT-GP

2. ELIGIBILITY OF PROPOSERS
2.1 Proposers must:

· be designated by a cM. cM have provided in advance lists of entities competent in the technical areas to be covered and these lists have been merged by the Contracting Authority into one list of potential contractors for the call for proposals.

· be consortia including at least two entities designated by two different cM, and at least one SME (small or medium-sized enterprise) or academic institution or research laboratory designated by a cM.

· be legal persons.

· be directly responsible for the preparation and execution of their proposal and not acting as an intermediate.

2.2 The list of potential contractors, approved by their national authorities is available on the JIP-CBRN electronic forum, and should be used as a guide to forming consortia.

2.3  A consortium member that has been included as such in a particular proposal, which was not on the list of potential contractors when that call for proposals was issued, will have to provide confirmation from the cM of the territory in which that consortium member is registered that it is allowed to remain in the consortium. Such confirmation will be attached to Annex E of the proposal (see Templates for Proposers), and should be in written format (fax, official letter, or copy of an e-mail).

3. HOW TO APPLY?

3.1 Proposal administrative characteristics

3.1.1    Proposals must be submitted using the application form “Templates for Proposers” in the version to be found on the EDA A-1152-RT-GP JIP-CBRN Call 2 electronic forum. Proposers should strictly keep to the format of the application form and fill in the sections and the pages in order. 
3.1.2   Please note that only the proposal and its annexes which have to be filled out will be transmitted to the evaluators. It is therefore of utmost importance that these documents contain all relevant information.

3.1.3   Proposals must be written in ENGLISH. Hand-written proposals will not be accepted.

3.1.4   Proposals must be submitted in one unbound paper copy and one CD-ROM copy, both with the same content. Besides the separate annexes, the CD-ROM shall also contain a file including all annexes. The files on the CD-ROM must be in Word format. 
3.2 Proposals content characteristics
3.2.1   The requested JIP-CBRN contribution shall be firm and fixed and should not exceed the Ad Hoc Budget allocation as indicated below.

3.2.2   The total indicative Ad Hoc Budget allocation for this call for proposals is X million euros, funding contributions from proposers excluded, if applicable. The proposers are encouraged to propose balanced milestone payments plans throughout the duration of their proposals. The final payment will amount to 20% of the JIP CBRN contribution.

3.2.3   The proposers, that are the consortia taken as whole groups, may either propose no consortium co-funding or consortium co-funding of between 20 % and 50 % of their overall proposal cost (A11 in Annex A of the proposal). The amount of co-funding in Euro must be stated in A12 of Annex A of the proposal. Proposals with co-funding between 0% and 20% will be considered as proposals with 0% co-funding.

3.2.4   The cM intend to address all five R&T goals that are the subject of this call and therefore aim at individual proposals requesting not more than 0.8 million Euros funding from the JIP-CBRN Ad Hoc budget.
3.2.5   All costs shall be expressed in Euro (€) and be inclusive of VAT if applicable. Proposals costs shall include all expenses, whether direct or indirect, related but not limited to studies, delivery costs, warranty cost, on-site visits and inspections, research, goods, supplies or services that, even if not explicitly mentioned in the proposals, are essential to perform the work and services and to comply with the generally accepted standards and all legal obligations. Costs shall be expressed as per the classification of section B11 of Annex B.
3.2.6   Proposals, including the costs, shall remain valid for a period of nine (9) months from the deadline for receipt of proposals.

3.2.7   The proposed contract performance should not exceed, in principle, thirty-six (36) months.

3.2.8   Proposals shall be unclassified.

3.2.9   Proposals shall contain a designated Point of Contact (Annex B of the proposal, section B7) to which the Contracting Authority may, if necessary, address communications.

3.3 Where and when to send the proposals?

3.3.1   Proposals must be submitted in one sealed envelope addressed to the Contracting Authority:

European Defence Agency - Attn: Contracting Unit- JIP-CBRN-Call for proposal 

A-1152-RT-GP - Rue Drapiers, 17-23 - B-1050 Brussels - Belgium


Submission of tenders must respect the following deadline 16.00 hours (Brussels time) on  15-10-2013. 

Tenders shall be submitted either:

· by registered post, or;

· by hand-delivery to the premises of the Agency, by the tenderer in person or by an agent, including courier service.
In either case, the deadline for submission shall be considered to be the date of receipt by the Agency of the tender. Tenders not received by the prescribed deadline shall be discarded. 

Please note that EDA opening hours are as follows:

From Monday to Friday (except public holidays in Belgium) between 09h00 -12h00 and 14h00-17h00).
3.3.2    Accepted proof of submission shall be the receipt dated and signed by an authorised member of staff of the Contracting Authority.

3.3.3    Proposals shall not be submitted by fax or electronic mail. Any proposal submitted either partly or wholly by fax or e-mail will not be considered by the Contracting Authority and will be disregarded.

3.4 Additional Information

3.4.1   Questions from potential proposers may only be sent in English by e-mail no later than thirty (30) calendar days before the deadline for the receipt of the proposals indicating clearly the Identifier of the call “A-1152-RT-GP” to the JIP-CBRN@eda.europa.eu email address.

3.4.2   Questions that may be relevant to other proposers together with the Contracting Authority replies will be posted on the JIP-CBRN electronic forum and will be given no later than twenty-one (21) calendar days before the deadline for the receipt of the proposals. The proposers are therefore encouraged to visit regularly the JIP-CBRN electronic forum. The posting will not reveal the identity of the potential proposer asking the question. 
3.4.3   No prior opinion will be given by the Contracting Authority on the eligibility of a consortium member.

3.4.4    If the Contracting Authority notices an error, a lack of precision, an omission or any other type of clerical defect in the documents relating to the call for proposals, such information will be posted on the JIP-CBRN electronic forum for consultation of the proposers no later than twenty-one (21) days before the deadline for the receipt of the proposals.

4. EVALUATION AND SELECTION OF PROPOSALS

4.1 Step 1: opening session and initial sift

4.1.1   All proposals received by the Contracting Authority will be recorded in a register indicating the date and time of receipt.

4.1.2   The following will be assessed by the Contracting Authority during this initial sift:

· that the deadline for receipt of proposals has been respected. If not, the proposal will automatically be rejected,

· that the proposal complies with formal criteria listed in the Control sheet (section F3 of Annex F). If any of the information is missing or incorrect, the proposal will be rejected on that sole basis and the proposal will not be further evaluated.

4.2 Step 2: evaluation

4.2.1   Proposals passing the initial sift will then be evaluated by a group of evaluators proposed by the Contracting Authority from the list of nominated national experts and approved by the MC as part of the evaluation mandate. 

4.2.2    Evaluations will take place on the basis of detailed evaluations procedures approved by the MC and that can be found in the Evaluation Documentation available on the JIP-CBRN forum. In particular, it is explained in the Evaluation Documentation how the proposals are scored and what threshold scores will be applied.

4.2.3   Proposals will be evaluated against the following 4 criteria: 

1) Scientific and/or technological innovation (“R&T Innovation”)

· The objective of this criterion is to assess the extent to which the idea behind the technological proposal is innovative, sound and credible and meets the R&T objective(s) in the call for Proposals.

· Proposers must demonstrate a clear knowledge of the state-of-the-art in the technological field(s) related to their proposal, and must demonstrate that their proposal clearly exceeds the state of the art. Proposers must explain that their R&T approach is sound and that they have a clear understanding of critical technological issues and the related risks. Proposers may describe, if applicable, how the proposed technological solution and the proposed R&T approach could improve military or defence industry capabilities. 

2) Ability of the consortium to carry out the project successfully, to  ensure the management of the intellectual property and the ability to protect classified information if necessary (“Management”)

· The objective of this criterion is to assess the extent to which the   consortium has the requisite experience, skills, resources and organisation necessary to successfully implement the proposal.
· Proposers must describe their analysis of the rules and the objective(s) in the calls for proposals and shall explain how the proposed organisation and management addresses their findings. Proposers should give evidence of the ability of the consortium to carry out the proposal successfully and ensure its efficient management. This includes the description of the consortium management construct, an outline of the intended consortium agreement, the description of the key personnel coverage of the required scientific, technical and management disciplines, and the description of the facilities to be used for R&T work, test and demonstration, including the demonstration of any unique capabilities pertinent to this R&T work. Proposers must describe the roles and the relevant expertise of the consortium members in the proposed R&T work, and in the consortium management. Proposers must describe their plans for the management of intellectual property and of other innovation related activities arising in the proposal. If applicable, proposers must explain the ability of the consortium to protect classified information as necessary. If there are other issues associated with the proposal that are not covered elsewhere in the evaluation criteria, e.g. regarding national and international regulations or standards, required background information, export licensing etc., the proposers must explain how these issues have been adequately taken into account.

3) Cost of the proposed work in relation to the proposed deliverables (“Value for Money”),

· The objective of this criterion is to assure that proposed cost is consistent with proposed effort.

· Proposers shall explain their cost planning approach based on the activities proposed, essential to fulfil the requirements in the call for proposals, and of the scope and context of the Programme. They should outline major cost drivers, the related risks, and the proposed control mechanisms. Proposers shall explain how they determined the requested JIP-CBRN contribution to their proposal.

4) Encouraging cooperation and building of effective partnerships (“Cooperation”).

· The objective of this criterion is to assess the extent to which the consortium composition contributes to building and sustaining an effective European defence R&T base, developing European defence capabilities, and strengthening the European defence technological and industrial base.

· Proposers must describe their consortium building approach and the benefit of getting innovating SMEs, universities and non-government laboratories involved. Proposers should show how the participants are suited and committed to the tasks assigned to them, and explain the complementarities among the consortium members. They may outline how the consortium could evolve in the future, and how new members could be integrated into the consortium, if appropriate. As appropriate, proposers should describe the cooperation opportunity with other proposals under the Programme, and with other relevant EDA programmes. If any substantial part of the proposed management work or the R&T work is foreseen to be subcontracted outside the consortium, the proposers must designate the work involved and explain why a subcontracting approach has been chosen for it, rather than integrating the entity(s) concerned into the consortium.

· Regarding to the European Framework Cooperation for CBRN, as      appropriate, proposers should describe the cooperation opportunity with proposals or projects of the Civil Security Programme under the 7th Framework Programme of the European Commission.

4.3 Step 3: selection of successful consortia

4.3.1   The Management Committee will make its choice of successful consortia based on the report of the evaluators plus any other factors deemed relevant

4.3.2   The Programme will be managed to ensure that at least one element of work in at least one contract let under the Programme is performed by an entity designated by each cM contributing 1 % or more of the Ad Hoc budget (the minimum industrial return) and the principle of a global balance will apply to the Programme.

4.3.3
Global Balance measures: for proposals where at least one entity nominated by AT, CZ, IE,   PL, PT or NO is present in the consortium contributing at least one element of work, improvement will be granted as follows: 
1 entity from 1 cM listed above with 2 points; 
2 or more entities from 2 or more different cM listed above with 4 points.
4.4 Notification of the decision

4.4.1   All proposers will be informed in writing of the result of their proposal submission via their lead entity after the MC decision that is expected to take place about three months after the deadline for the receipt of proposals.

4.4.2   Rejected proposals will not be returned by the Contracting Authority to their originator but destroyed. The Contracting Authority will keep a register of all such destroyed proposals.

4.5 Content of the Decision

4.5.1  A decision of rejection will be based on one of the following grounds:

· the initial sift 

· the evaluation outcome 

· the MC decision.

4.5.2  A decision of rejection will be communicated using Annex F of the proposal. No other details will be communicated by the Contracting Authority to the rejected proposers.

5. NEGOTIATION & AWARD OF CONTRACT

5.1 Negotiation

5.1.1   Proposers that are selected by the MC will be contacted by the Contracting Authority in view of potential award, following negotiation where applicable. In case of negotiation, the Contracting Authority will act on the basis of a mandate approved by the MC. The Contracting Authority may be assisted by cM experts.
5.1.2   The attention of the proposers is drawn to the fact that possible acceptance of a proposal by the MC does not imply unconditional acceptance of all of the accompanying documents. 
5.2 Award

5.2.1   As the MC makes its choice of successful consortia, it will also decide the final Ad Hoc Budget allocation to the contracts to be awarded.

5.2.2   However, the MC may decide, at its sole discretion not to award a contract or contracts, in respect of which this call for proposals has been made, and to recommence or abandon the procedure. In any such case, no proposer, whether successful or not, shall be entitled to compensation of any kind.

5.2.3    Contracts may not be awarded to consortia that at any time during the selection procedure are found to have misrepresented any of the information required.

6. CONTRACT

6.1 Contracting and contractual terms

6.1.1   In accordance with the principles of the present document, the Contracting Authority acting on behalf of the cM will conclude contract(s) with the successful proposer(s), which shall follow the model available on the JIP-CBRN electronic forum. The Contracting Authority reserves the right to refuse suggested modifications to this model.

6.1.2   Such contract(s) will be signed by the lead entity of the consortium who will be responsible for co-contracting, as necessary, the other entities in the consortium. The relevant contractual provisions in the model contract must be reflected in the co-contracts, to allow performance of the work and delivery of results in compliance with the main contract. 

6.1.3   A successful consortium may not invoke an error or inaccuracy in or misinterpretation of the call for proposals and/or in any part of the proposal documentation, in order to challenge the contract or request its modification.

7. CONTENT OF ANNEXES and Reference Documents

Technical content of this call for proposals is in the annex
The reference documents, only available on the JIP-CBRN electronic forum are:
· List of potential contractors

· Templates for Proposers

· Evaluation Documentation

· Model contract 

· the TRL Definitions

· the EU Security regulations 

Joint Investment Programme on 

“CBRN protection (JIP CBRN)”

Annex  - Technical Content of CBRN Second Call for Proposals

GENERAL

There is a strong need for specific R&T on CBRN defence for the military environment. These needs justify investments in the JIP CBRN. As CBRN risks are high (likelihood of the event times impact of the event), there is a need for a technological push to enhance the future CBRN defence capabilities.  CBRN is an EDA CDP priority as well as a priority in EDA R&T strategy. To meet future emerging CBRN threats mid to long term, there is a need to take into account on going current developments in the defence and security area to set the stage for participating Member States to transform the analysed capability gaps into applied technology through the framework offered by the JIP CBRN. The JIP also holds the possibility to implement technological developments with underpinning research.

The scope of the JIP CBRN program ranges from emerging technology to CBRN protection as an operational capability. Therefore, the technical content has to cover the aspects of prevention, protection, responding and recovering leading towards a CBRN system with the potential to integrate and transform the expected results of the research program into a future CBRN defence system.

To prevent a CBRN incident, it is not sufficient to analyse the risks and threats but to build a CBRN military intelligence upon situational awareness including detection and identification. The achievements concerning this research area therefore aim at developing detection technology both for field and urban operations, either of single substances or combined analysis of CBRN agents. New collection systems as well as the development of new and the improvement of already existing identification methods and technologies are incorporated. To ensure the future pooling and sharing of information gathered on CBRN agents, there will be an extension of existing databases as well as the establishment of new ones.

The idea of protection within this programme covers mainly the physical aspect as given by the improvement of CBRN protection systems as well as their evaluation. The development of new technologies may also lead to improved individual protective equipment. This may include an improvement and evaluation of CBRN protection systems as well as maximizing the usability comfort as regards to the lowest physiological impact.

To respond is the necessary step to re-act upon an incident. For the JIP CBRN context, hazard management is summed up under the aspect of responding dealing mainly with the improvement of CBRN containment and decontamination. Improved technologies and methods for the measurement of residual contamination are needed as well as the development of methods for decontamination of equipment and infrastructure. The verification of a desired decontamination level is also a main issue to be addressed as well as the analysis of decontamination versus destruction. The distinction of viable from non-viable or toxic from non-toxic may be taken into account to create future technological trends in this area.

The basis for all those different aspects of the research may be supplemented by modelling and simulation as well as by facilities such as training, education, organization and infrastructure. Hence, the modelling and simulation of CBRN incidents is included once at the level of an underpinning concept and a second time on an operational level creating a CBRN defensive system. This combines general integration issues such as detector networking and data fusion. Another work strand may be the European (Reach Back) Laboratory Network that could very well give rise to integrate not only the biological and chemical part but as well to integrate the civilian and military approach within security research.

The new CBRN technologies will be high in performance and low in detection thresholds in a miniaturized, unmanned, self-movable and autonomous way that is much easier to handle. Taken together, the CBRN protection and overall effectiveness will increase while the need for personnel, infrastructure and the quantitative means of equipment will decrease. The JIP CBRN aims at a compensation of capability gaps also with attention to preventive action. The CBRN protection and high operational effectiveness will use architecture resting on a CBRN defence structure that enhances and integrates Member States national CBRN capabilities. Further the exchange of information with the EC, it will contribute to the implementation of the EU CBRN action plan. The programme will act as a bridge between the civil and military CBRN protection communities and will establish a win-win situation regarding smarter spending of money in CBRN protection.
1. Next generation Decontamination technologies for B/C agents

General 

In case of a CB incident contaminated people and equipment must be decontaminated. In a military context, decontamination saves the life of soldiers and decontamination of materiel is needed to recover the operational capability in order to continue the mission. The quality of decontamination ranges from immediate through operational to thorough (as defined in NATO Terminology Management System,).

In a civilian context decontamination is needed to save and preserve the life/health of victims, to restore the contaminated areas and the functional capacity and to avoid transfer of contamination.

The challenges to be taken into account are numerous:

· involving many C as well as B agents 

· many surfaces to be decontaminated, including sensitive equipment

· involving a spectrum of scales (WMD as well as small terrorist attacks)

· taking place at many environments under many weather conditions

· preferably decreased logistic footprint

The shortfall that needs to be resolved is to meet these many challenges with as little distinct decontamination means as possible, with small logistic footprint and with acceptable sustainability.

Intended use

The task is to explore and develop technologies that will take B/C Decontamination technologies beyond the expected state of the art in the period 2014 – 2018. The requirement is to develop new means for C or B decontamination, if possible on both. This could range from new reagents based on novel decontamination principles such as ‘instant decon’ or broad spectrum decon to innovative technological concepts.

The next generation C/B decontamination technology must be able to decontaminate known and unknown B/C agents and TIMs of priority. It should also be applicable to sensitive equipment. It must be scalable, meaning it can be applied to large scale decontamination platforms as well as for small scale man-portable systems. 

 The intended use of the decontamination technology is for Defence purposes, but potential civilian application is welcome.

Although this call is focused on equipment/facilities the potential to apply developed decontamination solutions to personnel as well as equipment is positive.

Requirements

Rapid reduction of risk during / after decontamination procedures

· No health risks 

· Non toxic 

· Environmentally friendly

The following prerequisites must be taken into account:

· Evidence must be given that the proposed technology is effective against persistent agents

· Decontamination technology will have to be tested on “live threat agents” (not simulants only)

· New technologies should be acceptable for the public in case of civilian use

Test and evaluation

An assessment of the potential of new methods and technologies for B/C decontamination must be made. It shall involve the effect of environmental conditions on the decontamination result (effects of UV-light, humidity, enclosed entities, interfering substances, etc.).

Evaluation must include:

· Range of simulants and interfering substances to be used, both for decontaminants and for corresponding agents

· Confirmative data from live agent testing

· Laboratory and/or chamber testing

· Application of common/agreed assessment methods

Other considerations

Interfacing and interaction between topics 1 and 2 in the project execution phase is encouraged.

2. Decontamination Control – Residual Hazard Assessment
General 

In case of a CB incident contaminated people,equipment and infrastructure must be decontaminated. In a military context decontamination saves the life of soldiers and decontamination of materiel is needed to recover the operational capability in order to continue the mission. The quality of decontamination ranges from immediate through operational to thorough (as defined in NATO Terminology Management System) .

In a civilian context decontamination is needed to save and preserve the life/health of victims, to restore the contaminated areas and the functional capacity and to avoid transfer of contamination.

An essential question, however, is to what extent thorough decontamination is achieved. In case of contamination with agents of moderate toxicity and low persistence (e.g. high volatility, instability, reactivity) rapid removal of the bulk of contamination probably will be sufficient. However for persistent hazardous compounds, as much as practically possible, a complete removal of the agent is needed. The safety threshold of residual contamination causing possible health impact has remained undetermined so far. The residual hazard depends on the agent properties, on the surface to be cleaned, on the environment/weather conditions and on the scenario. Furthermore, the toxicity (in case of C) or pathogenicity (in case of B) is largely unknown for small amounts of these agents attached to surfaces. Among the unknowns in this respect is the process from contaminated surface into dermal exposure (contact risk) or respiratory exposure (inhalation risk) or ingestion. On top of that, determining the residual amount of chemicals or even more so micro-organisms, even if known which one to look for, is highly challenging. This is due to the extreme sensitivity that is required combined with relatively immature technology. Therefore the development of a residual hazard assessment approach is highly needed.

Intended use

The shortfalls that need to be resolved are:

1. How can residual C and/or B agent contamination be reliably measured?

2. How can an assessment of the hazard be obtained and provided (i.e. impact from residual agent on a surface to human exposure)?

3. How can the residual hazard be predicted (by modeling)?

Some rather fundamental questions need to be addressed. The result from the project should primarily be focused on formulating  operational requirements for subsequent development and application . Yet, the shortfalls described above are sufficiently essential to emphasize the need. A proof of concept for either detection or visible disclosure or relevant levels of residual contamination is intended.

Requirements

Main Issues:

· Residual hazard analysis

· Technologies/methods for determination of residual contamination defining limits of detection and specificity

· Methods to ‘disclose’ agents

· Interaction with occupational exposure hazards
· Consider removal versus destruction

· Selection of Simulants and real threat agents

· Process control

· Taking into account the entire sequence of events from contamination conditions through decontamination to exposure 

· Proof of concept of methodological approach

Test and evaluation

Evidence of the potential of new /revised methods for B/C decontamination hazard assessment must be provided. If claims are made that residual contamination can be measured and related to exposure and effect, this must be substantiated.

Test and evaluation must include:

· Range of simulants and interfering substances to be used

· Confirmative data from live agent testing

· Laboratory / chamber  testing

Other considerations

Interfacing and interaction between topics 1 and 2 in the project execution phase is encouraged. 

In order to avoid duplication of work, existing results from then EDA operational budget (OB) study OPS-09. CAP. 019 “Biological Decontamination Control”, should be taken into account. The results will be made available by EDA to the contractor(s), to whom the contract in this topic will be awarded. An unclassified summary of the study will be provided by EDA to bidders upon request.

3. Next generation Personal Protection measures

General

Development of technologies leading to improved Individual Protective Protection; 

The aim is to provide a proportional balance between optimal CBRN protection and minimal physiological burden by developing novel concepts for protective equipment. More in particular, the spectrum of threats that must be protected against is broad, meaning it involves a range of chemical and biological warfare agents as well as toxic industrial materials. Protection against vapours, liquids and aerosols must be provided. Yet, the equipment must not interfere with essential military operational tasks, such as observation, communication, transportation and war-fighting. Thus, it should allow proper movement, vision, dexterity under a variety of meteorological conditions (heat, cold, humidity). Ideally, the protective equipment clearly indicates when it is about to reach its functional end-of-service life.

Currently no CBRN individual protective equipment is sufficiently capable of offering the combination of protection and minimal physical / physiological burden. Equipment having the required protective capability gives rise to so much strain to the human (heat, biomechanical) that the operational capability is heavily affected. There is currently no possibility to tune the level of protection to different mission requirements. Consequently, CBRN individual protective equipment is only worn at substantial threat level and then in turn inflicts operational degradation . Although these shortfalls are also recognized for respiratory protection, the emphasis in the JIP CBRN is on skin protection. Combined systems solutions, however, can be proposed. Novel materials, most likely applied in smart designs, may offer the potential to overcome this shortfall.

Intended use

Military use. PPE that offers to the potential for optimal protection for short durations (substantially less than 24 h), while the actual operational use may be substantially longer, especially before actual exposure and with as little physiological burden and low logistic footprint as possible.

Requirements

The proposed effort should result in new materials, combinations of materials or concepts for PPE. Alternatively, modular layers of protection that can be applied as distinct modules or adaptive (tunable to variable requirements) personal protective equipment can be in scope. The level of protection shall be upgradable or down scalable to the occurring threat level or operational demands in order to obtain an optimal balance between physiological burden and protection at all times. The envisaged material solutions can comprise permeable, impermeable or selective permeable materials as well, depending on the designated mission of the soldier (e.g. combat, reconnaissance, decontamination). This holds for the total personal protection ensemble (suit, respirator, gloves, boots,… ) on the level of materials but more importantly at the system level, including design aspects. Significant reduction of physiological burden compared to current systems should be demonstrated at the system level, demonstrating enhanced (climatic) ranges of operations. 

Research questions:

How will such novel designs, materials and novel combinations of materials, either modular or combined, perform e.g. for

· Optimal balance for protective performance and low burden

· Life cycle/shelf life, reusability/durability

· Adaptive (modular) concept

· Low logistical impact

· Affordability

Test and evaluation

Validation of the concepts should be done on system level (chamber trial, field trial) to evaluate and demonstrate their consequences- and limitations- for protection as well as human physiological and biomechanical strain. At the soldier system level the concepts should also show adequate performance on other human factors issues, such as vision, communications, dexterity and cognitive performance. At the material level novel test methods may need to be used to properly demonstrate the effectiveness of the novel materials or novel combinations of materials. The performance of the protective ensemble, in terms of protection and physiological burden, should also be delivered in a model, to allow integrating the concept in M&S tools for planning and  decision support.
Other considerations

Not be incompatible with other soldier system clothing and equipment (e.g. ballistic vest, helmet) and in long term perspective with protection against personal injury.

4. Next generation Collective Protection measures

General 

Creation of new CBRN collective protection system; optimization and evaluation of methods for collective protection (COLPRO) systems, including airlock and enhanced filtration technologies.

There is a need for comprehensive air purification systems, cleaning air of from CBRN-agents, TIM’s (Toxic Industrial Materials)and occupational exposure to propellant/gun and engine exhaust fumes at the same time. Concepts to extend the service life of COLPRO systems are also urgently needed especially for deployed missions. This applies with emphasis in dusty environments where CBRN ventilation systems need to cope with high particle dosages that could rapidly clog up HEPA filter material. The extended diversity of airborne challenges to carbon filters requires a frequent change of the filter elements which imposes high financial and logistical burdens to forces (especially in deployed missions). Thus, a combination of contamination monitoring and CBRN ventilation/filtration system is needed. These comprehensive air purification system needs to be accompanied by a contamination monitoring and modeling system predicting the residual life of the vapour filters.

Intended use

Main enabler:

· Ensure the survivability of soldiers

· Definition of testing methodology.

· Filter performance.

· Definition of scenarios (e.g.. naval COLPRO, etc).

· Design criteria for COLPRO systems

· Integrity of the COLPRO system

· Protection against relevant TIMs 

· Protection against occupational hazards (exhaust fumes) 

Requirements

Comprehensive air purification systems including

· Conventional “cold war” threat scenarios (CBRN warfare agents)

· Toxic industrial materials

· Occupational hazard substances like gun and engine exhaust fumes

· Concepts for regenerable air ventilation 

Selective Adsorption Systems to enhance service live of COLPRO facilities

· Monitoring contamination (kind and concentration) 
· Calculating dosages from monitoring data (contamination, environment); prediction of residual service life of filters.

· Concept for several specifically threat adapted adsorption beds in serial or in parallel (switchable) configuration or 

· Concepts for new HEPA technology to enhance the holding capacity for particles to ensure constant pressure drop over long time use of CBRN ventilation (of specific importance in dusty environments). 
End of Service life indicators (ESLI) for vapour filters

· Computing dosages from monitoring data (contamination, environment)

· Data processing  and Prediction of residual service life of filters

Main issues:

· Design an all hazard approach (in addition to CBRN protection, TIMs and also include military occupational hazards)

· Optimizing service life (monitoring indicators, triggering to guide flows into smart combination of beds with differing functional performance)

· Extended cleaning capability

· Improvement and evaluation of airlock/CCA (Control Contamination Area) systems

· Increase of the effective purging and definition of criteria for  purging efficiency

· Regenerating capability 

Test and evaluation

· Building up test rigs for different tests for CBRN filters 

· Evaluating HEPA systems using liquid, and solid aerosols (Protection Factor, Storage Capacity)

· Evaluation of the protection Factor.

· Testing on component and on system level

· Effect of atmospheric conditions (climate, wind, dust, pollutants, etc.)

· The performance of the COLPRO should also be delivered in a model, to allow integrating the concept in M&S tools for planning and decision support.

 5. Data networking / fusion of CBRN sensors 

General 

Aim is detector networking and data fusion to enhance CBRN situational awareness. 

Currently, chemical sensors, either point, remote or stand-off, are poorly integrated into broader networks, so that the added value of their integration is not estimated yet, let alone exploited. For instance, the relationship between the intrinsic performance of the sensors, their density and localization, and the overall performance they yield as a system in an operating theater, is poorly understood. 

The main goal is therefore to make use of sensor networks to increase the reliability of sensor output. Appropriate integration will translate into increased performance regarding rapid detection, warning and reporting, minimization of false alarms, and localization as well as prediction of the source in case of an incident. Consequently, intrinsic performance level of network-enabled chemical sensors developed for surveillance and monitoring purposes should be considered in view of the expected added value generated by their integration into a network.

Intended use

The required use is to improve CBRN situational awareness by integrating chemical detection in sensor networks. Technically, it is required to develop algorithms, and implement them into appropriate software, that will permit to optimally design and run a network of CBRN sensors.

Research questions to be answered are:

1. How can detector networks be applied to increase the overall sensing performance? More specifically, what is the added value retrieved from the networking of identical sensors deployed in an operational theatre for surveillance and monitoring tasks? In addition, only interfacing multiple identical or highly correlated sensors, may not provide sufficient benefit, because of limitations in the density in sensor deployment and in response speed. How can the required innovation be obtained, e.g. by combining orthogonal sensors?

2. How can detectors be interfaced with information systems to optimally benefit from network capabilities?  What software is needed to achieve this?

3. What algorithms are needed that will permit optimal design of a sensor network, based on the intrinsic performance of the sensors, the area to be protected, the meteorological conditions and forecast and variation of terrain and surroundings (e.g. open field, mountain regions, urban environments)?, 

4. How can sensor data be fused to permit localization and estimate the strength of the source of real CBRN incidents, as well as rejection of false alarms generated by individual sensors. These algorithms will be implemented in software to demonstrate the increased performance level.

5. What is the added value of mobile versus fixed networked point sensors?

6. How can the overall performance level of the network be deduced from the intrinsic performance of its sensors, as well as the network parameters (e.g. terrain and meteorological conditions, localization, trajectories of the sensors)? How can the errors on these levels be estimated?

Main Enablers:

BIRD Concept and Functional Architecture

CBRN FAS

Intelligent ICT architecture for sensor data fusion

Networked Enabled Capability (NEC environment)

Integration in ISR platforms and architecture

Interfacing with decision support tools
Requirements

Generate a prototype network which integrates algorithms and multiple chemical sensors commonly used in Armed Forces. This network shall be comprised of a control center (laptop) networked with several detectors of at least three different types. 

Although the scope primarily concerns chemical sensors, input from other sensors may be part of the sensor fusion process in order to improve the overall CBRN situational awareness.

Instances of these detectors will be emulated and used in simulation. 

Software will permit:

· to evaluate the added value of the networking in terms of performance level for surveillance and monitoring (limit of detection, false positive and false negative rates, time or response), localization of CBRN sources in an operational theatre. In particular, probability of detection of a given chemical release at a given location in the network vicinity should be available.

· the optimal localization of the sensors, fixed or mobile, and update of their optimal localization as needed.
· the localization and strength of the chemical source in case of a chemical release in the atmosphere.
· the estimation of the output errors resulting from the sensor inputs and the algorithms used for their networking.
Test and evaluation

Demonstration of the requirements shall be provided by a combination of experimentation and simulation. 

Validation is expected on a desktop level to demonstrate the potential of the algorithms and software modules. Supporting evidence must be provided by performing a limited number of experimental trials (e.g. deployment of several detectors within areas representative of various operational theaters, and simulation of the other sensors of the network). For that purpose facilities and procedures to validate the added value of networked detectors must be offered.
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